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The topic of military
persuasion is com-
plex and difficult
to define. At first
glance, this book’s
title may cause
readers to think it
is a study that in-
vestigates the field
of Psychological Operations or Military Psychology.
Rather, political scientist, Stephen Cimbala, uses
the term military persuasion more generally and de-
scribes it as a form of knowledge strategy. Through
the course of nine chapters he investigates how mil-
itary persuasion acted as a deterrent in preventing
past wars and how it may be used as a deterrent or
force multiplying tool in future conflicts. Cimbala’s
stated goal with the book is to demonstrate the need
for new strategic thinking in the Information Age
which, like military persuasion, unfortunately is
ambiguous and shape-shifting.

Although it was published in 2002 and much of
the work may seem anachronistic, Cimbala’s efforts
are potentially useful for intelligence professionals,
particularly those working at strategic planning lev-
els. In a larger sense, the author frames the topic of
military persuasion as key to successful crisis man-
agement. In order to prevent or resolve conflicts, the
most critical component is achieving some kind of
mutual understanding between opponents which,
on the face of it, is glaringly obvious.

In the context of case studies presented in the
book however, achieving such understanding is not
a common occurrence in world politics. For exam-
ple, the eventual resolution of the Cold War between
the U.S. and Soviet Union was contingent (in very
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general terms) on a shared understanding of each
other’s capabilities and intentions. How opposing
sides utilized appropriate and successful persua-
sion as a deterrent to conflict thus depended on ac-
curate reading or understanding of opponents.

In order to provide background, Cimbala uses
chapters one through three to outline his concept
of persuasion, and the Cold War historically frames
the majority of his work. These first three chapters
also review a number of relevant books on the topic
of deterrence and coercive diplomacy. He differenti-
ates these terms by describing deterrence as steps
that prevent action by an opponent. Coercive diplo-
macy, on the other hand, causes an opponent to
reverse or change a course of action once initiated.

In chapters four through six, the author demon-
strates how the Cuban Missile Crisis (chapter 4) and
tensions in 1983 in particular (chapter 6), demon-
strated ruptures in shared understanding of inten-
tions between the U.S. and Soviet Union. As a result
of these political showdowns, both powers learned
to read each others’ intentions to a greater extent
despite a great deal of distrust and conflicts that
convulsed the politics of the United States (Viet-
Nam) and the Soviet Union (Afghanistan).

The historical framing of mutual understanding
and mutually assured destruction is an important
element of the author’s work. Unfortunately, he by-
passes the Viet Nam and Soviet-Afghanistan con-
flicts; that they are not discussed even briefly is
surprising because both conflicts, along with other
Cold-War era proxy wars, arguably impacted the
use of persuasion in the Cold War. Despite this,
Cimbala continues to emphasize crisis manage-
ment in past conflicts, largely in terms of deter-
rence through nuclear arms. The key to successful
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crisis management during the Cold War regarding
nuclear war, the author seemingly contends, was
a reliance on clear-eyed perspective of intentions.
Cimbala provides numerous case studies to support
his perspective, but the thesis often gets lost in the
mix of case studies and overly detailed reliance on
quantitative figures of, for example, nuclear strike
capabilities.

Unfortunately, the book attempts to cover too
much. This is demonstrated by one chapter on
Clausewitz’s concept of Friction and its bearing on
nuclear deterrence (chapter 7), which is then fol-
lowed with a much too short chapter on small wars
and counterinsurgency. Transitioning between
these major topics is too wide a gulf to bridge in
this book’s case. Considering the publication date
of 2002 and the proximity to 9/11, it appears that
world events possibly skewed Cimbala’s thesis
and writing completed prior to that world-chang-
ing event. A lengthy introduction and concluding
chapter that detail the problems of failed intelli-
gence analysis also indicate that Cimbala and his
publisher may have driven on with outdated argu-
ments. In the realm of writing on current events,
this is not an uncommon occurrence. Then again, it
is certainly no fault to seek answers for the type of
paradigm shift that 9/11 represents.

Despite these criticisms, the author investigates
warfare in the Information Age at various points in
the book and does so in a meritorious way. In those

brief sections, he cites several key scholars who
have significantly contributed to this evolving field
of study, notably, John Arquilla, David Ronfeldt,
and Dorthy Denning. Unfortunately, Cimbala’s
writing style also trips up a number of his more
useful points on interesting topics. For example,
in his chapter on cyberwar (chapter 9), readers are
confronted with overly dense writing. One example
includes: “Preemption for want of information on ac-
count of cyberdistortion intended by the other side
as intimidation is a possible path to war in an age of
information complexity.” (221). Unfortunately, too
many examples of this kind of confusing writing ex-
ist throughout the book.

On a positive note, there are many useful larger
lessons to be gained from Military Persuasion in War
and Policy. When read in context of debates sur-
rounding Iran and nuclear capabilities, and the
possibility of proliferation, Cimbala’s efforts are
worthwhile. The book is also a reminder of how po-
litical, religious, and social factors remain inextri-
cably linked to military capabilities, particularly in
the contemporary environment where both state
and non-state actors must be accounted for and
understood. These obligations being recognized,
Intelligence officers will find more timely writing
on the subject of persuasion in the works of oth-
ers, particularly John Arquilla and Doug Borer’s
Information Strategy and Warfare: A Guide to Theory
and Practice. &

Reviewed by Nate Moir
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This is your magazine. We need your support by writing and submitting articles for publication.

When writing an article, select a topic rele-
vant to the Military Intelligence and Intelligence
Communities.

Articles about current operations and exercises;
TTPs; and equipment and training are always wel-
come as are lessons learned; historical perspectives;
problems and solutions; and short “quick tips” on
better employment or equipment and personnel. Our
goals are to spark discussion and add to the profes-
sional knowledge of the MI Corps and the IC at large.
Propose changes, describe a new theory, or dispute
an existing one. Explain how your unit has broken
new ground, give helpful advice on a specific topic, or
discuss how new technology will change the way we
operate.

When submitting articles to MIPB, please take the
following into consideration:

4 Feature articles, in most cases, should be under
3,000 words, double-spaced with normal margins
without embedded graphics. Maximum length is
5,000 words.

4 Be concise and maintain the active voice as much
as possible.

4 We cannot guarantee we will publish all submit-
ted articles and it may take up to a year to publish
some articles.

4 Although MIPB targets themes, you do not need to
“write” to a theme.

4 Please note that submissions become property of
MIPB and may be released to other government
agencies or nonprofit organizations for re-publica-
tion upon request.

What we need from you:

4 A release signed by your unit or organization’s
information and operations security officer/
SSO stating that your article and any accom-
panying graphics and photos are unclassified,
nonsensitive, and releasable in the public do-
main OR that the article and any accompa-
nying graphics and photos are unclassified/
FOUO (IAW AR 380-5 DA Information Security
Program). A sample security release format can be
accessed at our website at https://ikn.army.mil.
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4 A cover letter (either hard copy or electronic) with
your work or home email addresses, telephone
number, and a comment stating your desire to
have your article published.

4 Your article in Word. Do not use special document
templates.

4 A Public Affairs or any other release your instal-
lation or unit/agency may require. Please include
that release(s) with your submission.

4 Any pictures, graphics, crests, or logos which are
relevant to your topic. We need complete captions
(the Who, What, Where, When, Why, and How),
photographer credits, and the author’s name on
photos. Do not embed graphics or photos within
the article. Send them as separate files such as
.tif or .jpg and note where they should appear
in the article. PowerPoint (not in .tif or .jpg
format) is acceptable for graphs, etc. Photos
should be at 300 dpi.

4 The full name of each author in the byline and a
short biography for each. The biography should
include the author’s current duty assignment,
related assignments, relevant civilian education
and degrees, and any other special qualifications.
Please indicate whether we can print your contact
information, email address, and phone numbers
with the biography.

We will edit the articles and put them in a style and
format appropriate for MIPB. From time to time, we
will contact you during the editing process to help
us ensure a quality product. Please inform us of any
changes in contact information.

Submit articles, graphics, or questions to the Editor
at sterilla.smith@us.army.mil. Our fax number is
520.538.1005. Submit articles by mail on disk to:

MIPB

ATTN ATZS-CDI-DM (Smith)

U.S. Army Intelligence Center and Fort Huachuca
Box 2001, Bldg. 51005

Fort Huachuca, AZ 85613-7002

Contact phone numbers: Commercial 520.538.0956
DSN 879.0956.
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The 2012 MI Hall of Fame Inductees (from the left) CW5 (R) Richard L. Swarens, Jr; CSM Todd S. Holiday;
COL (R) Joseph M. Blair lll; BG (R) James “Spider” Marks; MG Gregg C. Potter; MG (R) Oliver W. Dillard; COL
(R) John G. Lackey lll; COL (R) James V. Slavin; and Harold DeClay (great-great grandson of Inductee SGT
William Alchesay). Not pictured: PFC Parker F. Dunn.
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MG Potter looks at new display case in PFC Dunn CPT Gilbert Juarez receives the 2012 LTG Sidney T.
Barracks, dedicated 14 September 2012. Weinstein award from Ms. Halee Weinstein (daughter of
LTG Weinstein). The Weinstein Award is given to a com-
pany grade officer for excellence in Military Intelligence.

Dedication of the PFC Parker F. Dunn Barracks
in Weinstein Village. PFC Dunn was a WWI Medal
of Honor Recipient for actions under fire while
serving in an intelligence section.

Photos by: John O’Brien, MVI and
SGT Kalie Jones, USAICoE Command Group
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